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// at a glance

Sovereign - secure Cloud built for EUROPE!

Open Source Advocates

Sustainable Data Centers

Built in Germany - Made for Europe

550
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375
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12
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IT security partner of the 
Federal Republic of Germany
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Digital sovereignty is not about rejecting 
cloud. It is about retaining decision authority, 
control, and exit capability while operating 
cloud-native platforms.
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TOP THREE 
CLOUD INFRA-
STRUCTURE
SERVICE 
PROVIDERS 
CONTROL 63% 
OF THE 
WORLDWIDE 
MARKET

Source: Synergy Research Group

// Status Quo

Freedom of Choice?
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// Quick Facts

Dependency is real

96% import digital technologies

The cloud is mostly used to 

digitize internal processes

>90% of German AI startups use compute resources from US 

hyperscalers.

72 %  of companies do not have a complete overview of the 

digital supply chain 

(software, services, APIs).

Cloud sovereignty fails when responsibility is outsourced faster 
than control.

Source: bitkom 10.64022/2025-digitale-souveraenitaet; https://www.bitkom.org/Presse/Presseinformation/Wirtschaft-ruft-nach-deutscher-Cloud, Fraunhofer ISI 2024, BDI 2024
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The CORE Issue(s)

Coherent
Execution

Model On-prem
Digital

Execution Local
Outsourcing

AI
(Blackbox)

Hyperscalers

tr
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le

ve
l

loss of control

overall 
responsibility 

for all 
processes

Division of 
responsibilities 

between business 
processes and digital 

processes

Division of 
responsibilities 

between internal and 
external digital 

processes

Outsourcing 
responsibility with 

potential conflicts of 
interest at the 

multinational level

Extensive loss of 
transparency and 

control

Joint legislature

secured by contracts (Best Case)



?

Guiding Principles and Pillars for Digital Sovereignty
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Freedom to run software for any purpose

Freedom to study and audit source code

Freedom to modify and redistribute

Protection against unilateral control via licensing
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Guiding Principles and Pillars for Digital Sovereignty
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Digital Sovereignty Timeline

1980s

1983
GNU Project
launched

1985
Founding Free Software 
Foundation

1986
Four Software
“Freedoms”

1989
GNU General Public 
License (GPL v1) released

1990s

1991
Linux kernel
released

1995
Apache becomes the most 
relevant web server

1998
Open Source Definition 
published

1999
Red Hat IPO and adoption 
by major enterprises

2000

2000
Red Hat Enterprise Linux 
(RHEL) introduced

2003
Fedora Project launched 
(upstream governance)

Late 2004
SELinux integrated into 
RHEL

Late 2000s
Linux becomes default for 
mission-critical systems

2010

2014
Kubernetes is released 
Open Source

2015
CNCF founded under 
Linux Foundation

2018
GDPR enters into force 
(binding and enforceable)

Late 2010s
Open source becomes 
default for cloud platforms

2020…

Mid 2020
Digital sovereignty 
becomes EU policy priority

2021
Member states define 
sovereign cloud strategies

2023
Common EU sovereignty 
objectives established

2025
Swiss and EU Cloud 
Sovereignty Framework(s)



“…a significant milestone on the path to a digital Europe
that is more sovereign, secure and competitive”.

Bundeskanzler Friedrich Merz:
https://www.handelsblatt.com/politik/international/digitalgipfel-zwoelf-milliarden-euro-fuer-digitale-souveraenitaet/100173917.html

18 November 2025



EU Cloud Sovereignty Objectives

Strategic

Legal &
Jurisdictional

Data & AI

Operational

Supply Chain

Technology

Security &
Compliance

Environmental
Sustainability



Continuous Cloud Sovereignty Assessment(s)

Strategic

Legal &
Jurisdictional

Data & AI

Operational

Supply Chain

Technology

Security &
Compliance

Environmental
Sustainability

EU-based Service Provider

Typical Non-EU-based Service Provider



// More than Guidelines…

European security legislation

GDPR
EU framework for personal data protection, security, and breach accountability.

EU Cybersecurity Act
EU-wide cybersecurity certification and strengthened ENISA oversight.

Cyber Resilience Act (CRA)
Mandatory secure-by-design requirements for digital products sold in the EU.

NIS2 Directive
Enhanced cybersecurity, incident reporting, and governance duties for critical 
entities.

Digital Operational Resilience Act (DORA)
Operational and ICT resilience requirements for the EU financial sector.

Digital Services Act (DSA)
Security, transparency, and risk management obligations for digital platforms.





Open Source:
The Backbone of
Sovereign Cloud
Operations
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// secunet & SysEleven Cloud Portfolio

Open-Source Cloud for the Highest Security Levels
Built in Germany, Made for Europe!

For cloud workloads with the highest 
compliance requirements

SysEleven Cloud
Infrastructure as a Service 
and Managed Kubernetes.
IT-Grundschutz certified.

The sovereign and scalable 
cloud platform, specifically 
designed for companies with 
critical IT and high 
compliance requirements.

The classified information cloud for the 
public sector

SINA Cloud
Maximum security for 
classified workloads.
BSI approved!

VSA-compliant security, tools 
for efficient operation, and 
open standards through open 
source provide the ideal 
platform for existing and 
cloud-native applications.

RedHat
Certified Cloud Service Provider

RedHat Services
We are the first CCSP with a 
sovereign public cloud 
platform in Germany.

Customers bring their 
existing subscriptions (RHEL 
& RHOS) and retain direct Red 
Hat support for us or Trusted 
RedHat partners.

Mission Critical
Managed Services und Support

24/7 Operations
We handle 24/7 operations 
and Day 2 Operations!

Monitoring, patching, scaling, 
and security hardening – 
relieving your team of these 
burdens.

Your focus on innovation 
instead of operations.
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Success Stories
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https://newsroom.flughafen-zuerich.ch



Tim Friedrich
Head of Tech Sales & Business Development
SysEleven / secunet

Florian Raetzer
Sales & Business Development Manager
SysEleven / secunet

Get in touch with us…



linkedin.com/company/red-hat

youtube.com/user/RedHatVideos

facebook.com/redhatinc

twitter.com/RedHat

Thank you


